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I. INTRODUCTION  

The increase of size of digital memory used in the technical 

devices leads to the necessity to form tests that would allow to 

reduce time of testing [1]. Otherwise, testing a memory, which 

size may be units or dozens of gigabytes, can take days, weeks 

or even months [2]. Another important parameter of any tester 

is its hardware complexity, reduction of which allows to reduce 

complexity of implementation of the tester, as well as to save 

hardware resources. Known march tests allowed to reduce 

algorithmic complexity to a minimum in comparison to the 

classical methods of testing. However, the hardware 

complexity of march tests remains rather high. 

Pseudo-ring (π-) testing is based on passing through 

memory cells of a LFSR (linear feedback shift register), which 

combines a test generator and a result analyzer. It is possible to 

implement a LFSR using the resources of the memory device 

[3-5]. These features allow to reduce several times the 

hardware complexity of the tester in comparison with march 

tests. 

The paper considers possible variations of the 

implementation of π-testers, of which algorithmic and 

hardware complexity for detection of stuck-at faults was 

determined. 

II. IMPLEMENTATION OF PSEUDO-RING TESTING 

Implementation of pseudo-ring testing is based on passing 

of a LFSR through the memory. The LFSR can be 

implemented using resources of the digital memory. In this 

case, the process of testing can be described by steps shown in 

Fig. 1. 

 

 

Fig. 1.  Iterations of π-testing. 

In the first step, the initial value is written into the first two 

memory cells (step 1). Then, the values of the first two cells are 

read, the new value is calculated and it is written into the third 

memory cell (step 2). After that, LFSR is shifted to the position 

of the second and third memory sell and the actions performed 

in the second step are repeated (step 3). Thus, LFSR passes 

through the memory cells. In the last step (step n) the values of 

LFSR are read and compared with expected value, which can 

be calculated beforehand [6]. As a result, the algorithmic 

complexity of the tester will be equal to 3n (n - number of 

memory cells): )}(,,{ 121   iiiii rrwrr . Implementation of 

the LFSR is based on the memory cells and will only require 

an additional logic gate XOR. This method is called 

longitudinal π-testing.  
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It is possible to reduce the time of testing by reducing the 

algorithmic complexity by changing the principle of passing of 

the LFSR through the digital memory cells (Fig. 2). 

 

Fig. 2.  Iterations of transversal π-testing. 

This method is called transversal π-testing. In this case, 

after the initial state of the LFSR is written, reading of value of 

the LFSR is performed, a new value is calculated, which is 

written in the first memory cell. In the next step the value of 

the first cell is read and written in the LFSR, in which the 

previous data is shifted and the new value written. Further 

operations are repeated until the LFSR passes through all the 

cells of the digital memory. This method of testing is presenter 

in Fig. 3. 

The continuous line in Fig. 3 shows the first write operation 

into the memory, and the dashed line indicates subsequent 

operation of reading this value from the memory. In this case, 

the algorithmic complexity will be equal to 2n (n - number of 

memory cells): },{ ii rw .  

 

 

Fig. 3.  Iterations of transversal π-testing. 

Implementation of the LFSR will require additional register 

and logic gate XOR. Thus, the presence of extra register and 

some modifications in the method allowed to reduce of the 

algorithmic complexity of the testing by a factor of 1.5. 

As shown in [6] the methods of π-testing detect 100% of 

stuck-at faults. Algorithmic complexity of transversal π-test is 

lower, which makes it more effective in testing the digital 

memory. 

CONCLUSIONS 

Transversal π-test detects all stuck-at faults, and its 

algorithmic complexity is 1.5 times lower than the longitudinal 

π-testing. To detect coupled faults the use of the transversal π-

testing becomes ineffective. To detect coupled faults the value 

of the victim cell must be read after a value into the aggressor 

cell was written. The longitudinal π-testing performs reading of 

a cell after the neighbor cell is written, which makes it suitable 

for detection coupled faults as well as stuck-at faults. 
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